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Abstract 

 This paper describes the development of smart campus using Internet of Things (IoT) 

technology. Through smart campus, it is possible that a campus is connected via online by the 

outside entity, so that the teaching approach based on technology can be conducted and 

monitored in real time. 

 This research was conducted in smart campus using all the technology based on 

education, parking, classroom, library and campus management. Observation and literature 

studies were applied as the research method with the related them for the of system design of 

smart campus. The result of this research is the design of smart campus system that includes 

smart education development, smart parking, smart classroom with monitoring attendance, smart 

library management and management of the campus entities which includes (garden 

management, bus tracking for women safety, efficient power management) within a campus of 

Universities, and a part of this project can also be implement in companies as well as in 

hospitals. 

 To build a smart campus, it needs to build the digital infrastructure inside campus that 

can give services so that it will be beneficial for surrounding citizens. IoT which bases on the 

internet, uses a variety of information sensing identification device and information processing 

equipment, such as RFID, GPS, GIS, JIT, EDI and other devices to combine with the internet to 

form an extensive network in order to achieve information and intelligence for entity [3]. is the 

design of smart campus system that includes smart education development, smart parking, smart 

classroom with monitoring attendance, smart library and management of the campus which 

includes (garden management, bus tracking for women safety, efficient power management)that 

are located in Universities PGRI Yogyakarta (UPY). 
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ABSTRACT
With the advancement of wearable medical devices remote health monitoring and elderiy 

health care has become a popular application. The data collected from patient through wearable 
devices (like heartbeat, blood pressure etc) has to be passed to application running in cloud to 

implement various services like expert advice, emergency assistance etc. 

The data of patients when stored in cloud can be attacked by intruders and can be stolen 
or corrupted. Existing solution are based on encrypting the data and storing in cloud. By these 

solutions can be attacked and encryption keys can be broken and all data can be still stolen. In 

this project we propose a cloud let based solution for providing enhanced security to patient 
health care data. 

The trust model also helps similar patients to communicate with each other about their 

diseases. we divide users' medical data stored in remote cloud of hospital and give them proper 
protection. Finally, in order to protect the healthcare system from malicious attacks, we developP 

a novel collaborative intrusion detection system (IDs) method based on cloudlet mesh, which 

can effectively prevent the remote healthcare big data cloud from attacks. Our experiments 

demonstrate the effectiveness of the proposed scheme. 
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ABSTRACT 

Lifetime enhancement has always been a crucial issue as most of the wireless sensor 

networks (wSNs) operate in unattended environment where human access and monitoring 

are practically infeasible. Clustering is one of the nmost powerful techniques that can arrange 

the system operation in associated manner to attend the network scalability, minimize energyY 

consumption, and achieve prolonged network lifetime. 

To conquer this issue, current researchers have triggered the proposition of many 

numerous clustering algorithms. However, most of the proposed algorithms overburden the 

cluster head (CH) during cluster formation. To overcome this problem, many researchers 

have come up with the idea of fuzzy logic (FL), which is applied in WSN for decision 

making. 

These algorithms focus on the efficiency of CH, which could be adoptive, flexible, 

and intelligent enough to distribute the load among the sensor nodes that can enhance the 

network lifetime. But unfortunately, most of the algorithms use type-1 FL (TIFL) model. In 

this paper, we propose a clustering algorithm on the basis of intervaltype-2 FL model,

expecting to handle uncertain level decision better than TIFL model. 
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ABSTRACT 

IOT use things to things connection to access the internet of things, allow data to store 

and access services. Services over internet of things development according to need of person 

to person and thing to person, machine to machine interaction without human interaction. As 

there is limited non-renewable resources are present in our daily life, Electricity is one o 

them which utilized in every country that results abundant losses due to electricity larceny. 

Power theft is going to be the key challenges. A smart energy meter is used to 

minimize the electricity larceny. Basically energy meter is a device that calculates the cost of 

electricity consumed by homes, business, or an electrical device. It reduces the theft off 

electricity. 
In this paper a government person can find the dishonest user by showing the status of 

energy meter at the back end of electricity office. To attain this, energy meter communicate 

with raspberry pi through GPIO pins. GPIO pins fetch the effective data from energy meter 

and it send effective data to the raspberry pi and connect raspberry pi with the internet. At the 

backend, government person can see the status of energy meter in the form of graphs. 




















